North American Numbering Council

c/o Columbia Institute for Tele-Information

Columbia Business School

1A Uris Hall

3022 Broadway

New York, NY 10027-6902

June 14, 2005

Mr. Thomas Navin 

Chief, Wireline Competition Bureau

Federal Communications Commission

445 Twelfth Street, S.W.

Washington, D.C. 20554

RE:  Request for FCC Endorsement of Two LNPA WG Position Papers

Dear Mr. Navin:

At the May 17, 2005 meeting of the North American Numbering Council (NANC), the Local Number Portability Administration Working Group (LNPA WG) presented two Position Papers addressing issues brought before the LNPA WG related to the following:

1. In some cases, an end user’s Old Local Service Provider is requiring the end user’s Social Security Number (SSN) to be included on the Local Service Request (LSR) submitted by the end user’s New Local Service Provider for identification before the Old provider will agree to port-out the end user’s telephone number.

2. In some cases, an end user’s Old Local Service Provider is requiring a physical copy of the evidence of authorization, e.g., a Letter of Authorization, for each port request submitted by the end user’s New Local Service Provider before the Old provider will agree to port-out the end user’s telephone number.

The LNPA WG’s Position Papers addressing these two issues are attached.  The LNPA WG’s positions on both issues are summarized as follows:

1. It is the position of the LNPA WG that the consumer’s Social Security Number/Tax Identification Number should not be required on a Local Service Request (LSR)/Wireless Port Request (WPR) to port that consumer’s telephone number if the consumer’s Account Number associated with the Old Local Service Provider is provided on the LSR/WPR for identification.
2. It is the position of the LNPA WG that Firm Order Confirmation (FOC) of a port request should not be predicated on the Old Local Service Provider obtaining a physical copy of the evidence of authorization from the New Local Service Provider.  In the event of an end user allegation of an unauthorized change, the New Local Service Provider shall, upon request and in accordance with all applicable laws and rules, provide the evidence of authorization to the Old Local Service Provider.
At the May 17th NANC meeting, the LNPA WG requested and received the NANC’s endorsement of both stated positions.  I recommend on the NANC’s behalf that the Commission endorse these recommendations and, as quickly as possible, take any other steps that may be necessary to encourage service providers to abide by them.  

Please feel free to contact me if you or members of your staff have any questions.

Sincerely,

/Signed/

Robert C. Atkinson

NANC Chair

Attachments

cc:
Lisa Gelb, FCC


Narda Jones, FCC


Cheryl Callahan, FCC

Regina Brown, FCC


Marilyn Jones, FCC

Sanford Williams, FCC


NANC Members

LNPA WG POSITION PAPER
May 13, 2005

TOPIC:

LNPA WG Position on Requiring End User Social Security Number (SSN)/Tax Identification Number on Local Service Request (LSR)/Wireless Port Request (WPR) for Identification
Decisions/Recommendations

It has been brought to the LNPA WG’s attention that some service providers, when acting as the Old Local Service Provider in a port, are requiring the New Local Service Provider involved in the port to provide the Social Security Number (SSN) or Tax Identification Number of the consumer wishing to port their number for identification purposes.  

Due to concerns surrounding the use of one’s Social Security Number or Tax Identification Number, which in many cases can be one’s Social Security Number, in the commission of crimes such as identity theft, it is understandable that many consumers are hesitant or refuse to provide that information for identification purposes.

Guidelines for the Wireless Port Request (WPR) state that either of the forms of consumer identification, Social Security Number/Tax Identification Number or Account Number, is mandatory only if the other is not provided on the LSR/WPR.

It is the position of the LNPA WG that the consumer’s Social Security Number/Tax Identification Number shall not be required on an LSR/WPR to port that consumer’s telephone number if the consumer’s Account Number associated with the Old Local Service Provider is provided on the LSR/WPR for identification.
The LNPA WG respectfully requests that the North American Numbering Council (NANC) confirm and endorse its position on this issue and forward it to the FCC with its endorsement.  The LNPA WG will place this issue and its position in its Number Portability Best Practices document.

LNPA WG POSITION PAPER
May 13, 2005

TOPIC:

LNPA WG Position on Service Providers Requiring Evidence of Authorization* Before Confirming a Port Request
Decisions/Recommendations

Prior to placing orders on behalf of the end user, the New Local Service Provider is responsible for obtaining and having in its possession evidence of authorization.  
Evidence of authorization shall consist of verification of the end user’s selection and authorization adequate to document the end user’s selection of the New Local Service Provider.

The evidence of authorization needs to be obtained and maintained as required by applicable federal and state regulation, as amended from time to time.

It is the LNPA WG’s position that Firm Order Confirmation (FOC) of a port request shall not be predicated on the Old Local Service Provider obtaining a physical copy of the evidence of authorization from the New Local Service Provider.  In the event of an end user allegation of an unauthorized change, the New Local Service Provider shall, upon request and in accordance with all applicable laws and rules, provide the evidence of authorization to the Old Local Service Provider.
The LNPA WG respectfully requests that the North American Numbering Council (NANC) confirm and endorse its position on this issue.  The LNPA WG will place this issue and its position in its Number Portability Best Practices document.

* Note: Evidence of authorization may consist of a Letter of Authorization (LOA), Proof of Authorization (POA), 3rd party verification, contract with the end user, etc.

